Em resposta ao pedido de esclarecimentos da empresa GMX2 Tecnologia, com o apoio da
Unidade Técnica do Tribunal, informamos o seguinte:

1. ltem 7.1.10.20.3.2

O item exige suporte a objetos dindmicos com listas externas envolvendo IPs, dominios, URLs,
FQDN e Data Centers, incluindo SDDC e SDN.

Solicitamos confirmar se a Administragdo aceita mecanismos equivalentes, tais como:
- resolucdo dinamica de FQDN
- objetos atualizaveis automaticamente,

- uso de APIs para atualizagdo de listas externas, que atendem a finalidade operacional do
requisito sem impor arquitetura proprietdria.

Resposta: N3o sera aceito.

2.1tens 7.1.10.20.3.2.1,7.1.112.4.1e 7.1.12.4.2

Os itens determinam integracdo nativa e simultdnea com AWS, Azure, Google Cloud, OpenStack,
Cisco ACI, VMware NSX-T, vCenter e Kubernetes, além da sincronizagao automatica de objetos
para uso em politicas.

Considerando que diversas solugdes utilizam APls padronizadas, automacgao, orquestracao e
webhooks que entregam a mesma finalidade, questionamos:

A Administracdo aceita integracdo funcional equivalente, desde que:

- permita comunicagao via APl REST,

- permita obtencdo dindmica de objetos,

- permita atualizagdo automatizada das politicas, garantindo a mesma efetividade do requisito?

Resposta: ndo serd aceito.

3.Itens 7.1.10.20.12 € 7.1.10.22.29

Ha exigéncia de suporte a SAML para autenticagdao em bases de identidade externas.
Solicitamos confirmar se sdo aceitos outros protocolos amplamente utilizados, tais como:
- OAuth 2.0,

- OpenlID Connect,

- RADIUS/LDAP para SSO,

gue cumprem a mesma finalidade de federacao e autenticacao corporativa.

Resposta: Outros protocolos serdao aceitos, mas deverd suportar pelo menos SAML para essa
finalidade. Ou seja, o protocolo SAML devera ser suportado.



4.tem 7.1.10.21.11

O texto estabelece que a solucdo deve monitorar integridade de aplicacdes SaaS e realizar
decisdes baseadas em experiéncia do usudrio, com failover automatico para caminhos de
melhor desempenho.

Sabendo que esse processo é implementado de forma distinta entre fabricantes, solicitamos
confirmar se sdo aceitos mecanismos equivalentes, tais como:

- medicdo de jitter, perda e laténcia por aplicagao,
- path selection por métricas de rede,
- failover automatico por degradacao,

- health-check customizado de URLs SaaS.

Resposta: N3o sera aceito.

5.1tem 7.1.12.10.9
O item exige exportacao de logs exclusivamente nos formatos CEF 1.0 ou 0.1.

Como diversos SIEMs operam também com formatos como Syslog RFC5424, JSON estruturado,
LEEF, ou conectores via API, solicitamos esclarecer se o objetivo é apenas garantir
compatibilidade com SIEM, e se a Administracdo aceita:

- logs Syslog padronizados,

- exportagao via JSON,

- integragao via API,

- conversao via conector do préprio SIEM.

Resposta: Devera suportar, pelos menos, formatos CEF (Common Event Format), versdo 1.0 ou
0.1 e CSV conforme os itens 7.1.12.10.9 ¢ 7.1.12.10.10;

Era o que tinhamos a esclarecer.

Goiania, 10 de dezembro de 2025.

Benedito da Costa Veloso Filho
Agente de Contratacdo/Pregoeiro



